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Act; that the Senate proceed to its im-
mediate consideration; that the bill be 
read a third time and passed; and that 
the motion to reconsider be considered 
made and laid upon the table with no 
intervening action or debate. 

The PRESIDING OFFICER. Is there 
an objection? 

Mrs. HYDE-SMITH. Mr. President, I 
object. 

The PRESIDING OFFICER. An objec-
tion is heard. 

The Senator from Connecticut. 
f 

UNANIMOUS CONSENT REQUEST— 
S. 1247 

Mr. BLUMENTHAL. Mr. President, I 
thank my colleague Senator WARNER, 
and we will hear shortly from Senator 
WYDEN. 

These two great colleagues are cham-
pioning election security. Senator 
WARNER, at the helm as vice chairman 
of the Intelligence Committee, has 
done as much as any American and any 
Member of this body to uncover the se-
rious Russian threat to our election 
system. It is a threat not just from 
Russia but from other countries as 
well. That is why I have offered and 
will ask unanimous consent for the 
passage of S. 1247, the Duty To Report 
Act. 

This legislation, like Senator WAR-
NER’s, is based on a very simple idea: If 
you see something, say something. The 
Duty To Report Act would require 
campaigns, candidates, and family 
members to immediately report to the 
FBI and the Federal Election Commis-
sion any offers of illegal foreign assist-
ance. It differs in some technical as-
pects—for example, with regard to fam-
ily members—from Senator WARNER’s 
proposed FIRE Act. Yet it is the same 
idea because it codifies into law what 
is already a moral duty, a patriotic 
duty, and basic common sense. It is al-
ready illegal to accept foreign assist-
ance during a campaign. It is already 
illegal to solicit foreign assistance dur-
ing a campaign. All this bill does is re-
quire campaigns and individuals to re-
port such illegal foreign assistance di-
rectly to the FBI. 

Special Counsel Robert Mueller came 
before Congress today to answer ques-
tions about his very comprehensive and 
powerful report that documents the 
sweeping and systematic interference 
in our election, as he testified, to ben-
efit, principally, Donald Trump’s cam-
paign. Yet this measure is about the 
future. It is about preventing such 
election interference in the future and 
providing a mandate and a duty to re-
port any offers of assistance from a for-
eign government, like Russia. 

This report outlines the most serious 
attack on our democracy by a foreign 
power in our history. It tells the story 
of more than 150 contacts between the 
Trump campaign and Russian agents. 
It tells the story of Russian covert and 
overt efforts to influence the outcome 
of our election by helping one can-
didate and hurting another, and it 

shows—perhaps most importantly for 
the purpose of this measure—that the 
Trump campaign knew of it, welcomed 
it, and happily accepted it. 

Mueller testified this morning: 
Over the course of my career, I have seen 

a number of challenges to our democracy. 
The Russian Government’s efforts to inter-
fere in our election is among the most seri-
ous. As I said on May 29, this deserves the at-
tention of every American. 

Equally important is that, just yes-
terday, FBI Director Christopher Wray 
came before the Committee on the Ju-
diciary and warned that the Russians 
are still actively trying to interfere in 
our election, which is what Mueller 
said today when he was asked about 
some of the remarks and some of the 
efforts in the Trump campaign. He was 
referring to Donald Trump, Jr., when 
he said, ‘‘I love it,’’ in welcoming Rus-
sia’s offer of assistance to the Trump 
campaign in the June 9 meeting, Direc-
tor Mueller said, ‘‘I hope this is not the 
new normal, but I fear it is.’’ 

This is the context of troubling com-
ments that brings us here today. One of 
the most troubling is President 
Trump’s own comment when asked if 
he would accept foreign help in 2020, 
and he said, ‘‘I would take it.’’ That is 
why we need the Duty To Report Act. 
If that kind of assistance is offered, 
there is an obligation to report it, not 
to take it. 

The election of 2016 was simply a 
dress rehearsal. With the 2020 election 
upon us, we must stop this kind of for-
eign interference and ensure that it is 
the American people, not Russia or any 
other foreign power like China or Iran, 
who decide who the leaders of this 
country will be and the direction of our 
democracy. 

Mr. President, I ask unanimous con-
sent that the Committee on Rules and 
Administration be discharged from fur-
ther consideration of S. 1247; that the 
Senate proceed to its immediate con-
sideration; that the bill be considered 
read a third time and passed; and that 
the motion to reconsider be considered 
made and laid upon the table with no 
intervening action or debate. 

The PRESIDING OFFICER. Is there 
an objection? 

Mrs. HYDE-SMITH. Mr. President, I 
object. 

The PRESIDING OFFICER. An objec-
tion is heard. 

Mr. BLUMENTHAL. Mr. President, I 
yield to another great colleague who 
has been a champion of this cause of 
election security, Senator WYDEN. 

The PRESIDING OFFICER. The Sen-
ator from Oregon. 

f 

UNANIMOUS CONSENT REQUEST— 
S. 890 

Mr. WYDEN. Mr. President, I thank 
my colleagues, Senator BLUMENTHAL 
and Senator WARNER, who have spoken 
strongly on the issue at hand, which is 
to protect our great country and our 
extraordinary 200-year experiment in 
self-governance. To do it, we have to 

add a new tier—a strong protection— 
for the sanctity of our elections. 

I thank Senator BLUMENTHAL. He is a 
member of the Committee on the Judi-
ciary, where he is doing important 
work on these issues. I thank our col-
league, Senator WARNER, of course, 
who is the vice chairman of the Intel-
ligence Committee, on which I serve. I 
also thank my colleague who is still on 
the floor, Senator BLUMENTHAL, for all 
of his leadership. I look forward to 
partnering with him and with Senator 
WARNER in the days ahead. 

In a moment, I will ask for unani-
mous consent to adopt a bipartisan bill 
that I have proposed with Senator COT-
TON. It is S. 890, the Senate Cybersecu-
rity Protection Act. Before I ask, how-
ever, for that unanimous consent re-
quest, I will give some brief back-
ground as to why Senator COTTON and 
I are working on this issue and putting 
all of this time into this effort. 

In the 2016 election, obviously, the 
Russians inflicted damage on our de-
mocracy by hacking the personal ac-
counts of political parties and individ-
uals and then by dumping emails and 
documents online. This tactic gen-
erated massive amounts of media cov-
erage that was based on those stolen 
documents. It is clear, in my view, that 
the Russians and other hostile foreign 
actors are going to continue to target 
the personal devices and accounts, 
which are often less secure than offi-
cial government devices. You don’t 
have to take my word for it. Top na-
tional security officials in the Trump 
administration have said virtually the 
same thing. 

Last year, the Director of National 
Intelligence—our former colleague, 
Senator Coats—told the Senate Intel-
ligence Committee: ‘‘The personal ac-
counts and devices of government offi-
cials can contain information that is 
useful for our adversaries to target, ei-
ther directly or indirectly, these offi-
cials and the organizations with which 
they are affiliated.’’ 

Likewise, in a letter to me last year, 
the then-Director of the National Secu-
rity Agency, MIKE ROGERS, said that 
the personal devices and accounts be-
longing to senior U.S. government offi-
cials ‘‘remain prime targets for exploi-
tation.’’ 

These foreign intelligence threats are 
not just aimed at the executive branch. 
Last year, a bipartisan Senate working 
group examined cybersecurity threats 
against Senators. In its November 2018 
report, the working group revealed 
there was ‘‘mounting evidence that 
Senators are being targeted for hack-
ing, which could include exposure of 
personal data.’’ Likewise, Google has 
now publicly confirmed that it has 
quietly warned specific Senators and 
Senate staff that their personal email 
accounts were targeted by state-spon-
sored hackers. 

Unfortunately, the Sergeant at 
Arms—the office that is tasked with 
protecting the Senate’s cybersecurity— 
is currently barred from using its re-
sources to protect the personal devices 
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